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(57) ABSTRACT

A method for identifying a conversation thread among
electronic communications. The method includes a com-
puter processor identifying that a user is accessing a first
electronic communication from a plurality of electronic
communications. The method further includes a computer
processor analyzing meta-data of the first electronic com-
munication to identify a unique identifier included in the
meta-data. The method further includes a computer proces-
sor determining that the unique identifier is associated with
content included in the first electronic communication that
was copied from a second electronic communication. The
method further includes a computer processor providing the
user that is accessing the first electronic communication
access to the second electronic communication.
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TRACKING CONVERSATION THREADS
AMONG ELECTRONIC COMMUNICATIONS

BACKGROUND OF THE INVENTION

The present invention relates generally to the field of
electronic communications, and more particularly to track-
ing conversation threads between electronic communica-
tions.

Developments in electronics and computing technology
have resulted in a proliferation of computing devices of
varying sizes and capabilities for business and personal use.
Similarly, the number of electronic communication modes
have multiplied in response to the proliferation of computing
devices, business and personal needs, and the expected
speed of responses. Many business, social, governmental,
and academic enterprises utilize electronic communications
as the primary communication mode. Electronic communi-
cations include: electronic mail (i.e., e-mail), text messages,
instant messages, calendar functions (e.g., schedule meet-
ings, reminders, etc.), and task functions (e.g., to-dos,
assignments, delegation). Electronic communications do not
rely on information being provided serially, by a single user.
The content within an electronic communication can origi-
nate from a plurality of sources and be comprised of various
information types. For example, a received e-mail can
contain content, such as plain text, audio files, video files,
hyperlinks, document files, databases, content copied from
other electronic communications, etc. Subsequently, a user
may modify the received e-mail to include additional con-
tent and transmit (e.g., forward, reply) the received e-mail to
another user.

SUMMARY

According to an aspect of the present invention, there is
a method, computer program product, and/or system method
for identifying a conversation thread among electronic com-
munications. The method includes one or more computer
processors identifying that a user is accessing a first elec-
tronic communication from a plurality of electronic com-
munications. The method further includes one or more
computer processors analyzing meta-data of the first elec-
tronic communication to identify a unique identifier
included in the meta-data. The method further includes one
or more computer processors determining that the unique
identifier is associated with content included in the first
electronic communication that was copied from a second
electronic communication. The method further includes one
or more computer processors providing the user that is
accessing the first electronic communication access to the
second electronic communication.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates a distributed data processing environ-
ment, in accordance with an embodiment of the present
invention.

FIG. 2 depicts a flowchart of the operational steps of an
enhanced clipboard program, in accordance with an embodi-
ment of the present invention.

FIG. 3 depicts a flowchart of the operational steps of an
electronic communication meta-data processing program, in
accordance with an embodiment of the present invention.

FIG. 4 depicts a flowchart of the operational steps of a
conversation thread mapping program, in accordance with
an embodiment of the present invention.
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FIG. 5 is a block diagram of components of a computer,
in accordance with an embodiment of the present invention.

DETAILED DESCRIPTION

Embodiments of the present invention recognize that
some electronic communication systems provide a user a log
or a depiction of the chain of electronic communications that
preceded the user receiving an electronic communication.
However, a user may be restricted (e.g., constrained) from
viewing the identities of some or all of the users within the
chain of other users that were directly associated with the
electronic communication. Content (e.g., information) that
is copied from one electronic communication and added to
another electronic communication may lose the contextual
association (e.g., conversation thread) or an actual associa-
tion with the electronic communication that is the source of
the copied content.

Embodiments of the present invention also recognize that
a user may want to trace an electronic communication by
conversation threads as opposed to the communication chain
associated with the electronic communication. However, a
user may file associated electronic communications in
deeply nested folders or may archive some of the associated
electronic communications, increasing the time and diffi-
culty to manually trace a conversation thread. Embodiments
of the present invention recognize that conversation threads
may form based on interactions of multiple users and be
unrelated to the subject lines of electronic communications.
Conversion threads may form via the content copied from
one electronic communication and pasted to another elec-
tronic communication. Copied content may include: text,
attachments, links, etc.

Embodiments of the present invention provide a method
to include additional meta-data associated with an electronic
communication that is the source of copied content and
include the additional metadata in an electronic communi-
cation incorporating the copied content. In addition, embodi-
ments of the present invention utilize one or more unique
identifiers to determine one or more conversation threads
within an electronic communication chain. In some embodi-
ments, a tree data structure may describe the path of: the
electronic communications, the copied content, and the
associated conversation threads, where each node may rep-
resent an electronic communication. A selected node may be
identified as the “parent” node with the subsequent nodes
(e.g., electronic communications) being “child” nodes.
Similarly, if a user traces the tree structure in the opposite
direction, the current node is a “child” of a previous “parent”
node. A user may display the one or more conversation
threads based on various user preferences. A user may select
an electronic conversation to read from the identified elec-
tronic communications within a conversation thread. In
addition, embodiments of the present invention may con-
strain (e.g., restrict) which conversation threads may be
traced by a user and how far a conversation thread may be
traced. For example, a user is restricted to view the elec-
tronic communications that the user received (e.g., directly,
carbon copied, forwarded, etc.) or that the user sent (e.g.,
originated, replied to, forwarded, carbon copied, blind car-
bon copied, etc.). A user may not trace a thread beyond an
electronic communication that is directly associated with a
user.

In other embodiments, a user may be able to trace, but not
access, electronic communications that contain content that
originated with the user, but the user was not included in at
least one step of the communication chain. In some
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instances, an electronic communication may contain a
unique identifier; however, the electronic communication
and/or associated copied content may originate from a
different computing system (e.g., server, enterprise system,
etc.) and not be accessible to a user.

Some embodiments of the present invention utilize a
unique identifier, such as a universally unique identifier
(UUID). The UUID is an identifier standard used in software
construction. In one embodiment, a UUID is a 128-bit value.
In another embodiment, a UUID may be comprised of a
different number of bits. The meaning of each bit is defined
by any of several variants. A UUID specification covers a
particular variant. Each UUID variant may be further
defined by a version identifier. For example, a version 4
UUID scheme utilizes random numbers. The intent of
UUIDs is to enable distributed systems to uniquely identify
information without significant central coordination. In this
context, the word unique should be taken to mean “practi-
cally unique” rather than “guaranteed unique.” The identifier
size and generation process is selected to make duplicating
a UUID sufficiently improbable in practice. Information
labeled with UUIDs can, therefore, be later combined,
indexed, or cross-reference within a database without need-
ing to resolve identifier (ID) conflicts.

Additional embodiments of the present invention recog-
nize that the amount of meta-data associated with a portion
of copied content may be reduced and obfuscated to improve
security, especially with unencrypted electronic communi-
cations, by utilizing multiple UUIDs. Associating a UUID
with the non-essential meta-data associated with the copied
content, and in some instances the electronic communication
itself, can permit the non-essential meta-data to be stored
separate from the electronic communications.

In another embodiment, the content itself may be identi-
fied by a UUID and stored separate from the electronic
communication. In a different embodiment, the UUID is a
method to link (e.g., access) secured content. Users not
authorized in the cross-reference/database do not receive the
content. In some instances, the content is volatile and
expires, deletes, etc., when the electronic communication is
closed or the link is broken to the server or system contain-
ing the content linked to the UUID. In yet another embodi-
ment, the UUID is a link to content that is itself associated
with security. In one scenario, a UUID may represent: a
security classification, an approval requirement, a digital
approval certificate, an intellectual property (IP) approval, a
licensing notification, etc. In another scenario, combinations
of UUID’s may provide a user a method paste information
or approvals with a secure digital signature. For example, to
ensure security and prevent “spoofing”, the combination of
UUIDs that are cross-referenced (e.g., indexed) are a user’s
UUID, a UUID for the computing device assigned to the
user, and a UUID associated with a registered electronic
communication program on the computing device of a user.
In another example, a user may engage in an authentication
process to obtain a “certified” temporary UUID if the user
communicates via a computing device and an electronic
communication program not registered to the user.

The descriptions of the various scenarios, instances, and
examples related to the present invention have been pre-
sented for purposes of illustration but are not intended to be
exhaustive or limited to the embodiments disclosed.

The present invention will now be described in detail with
reference to the Figures. FI1G. 1 is a functional block diagram
illustrating distributed data processing environment 100 in
an embodiment, in accordance with the present invention.
An embodiment of distributed data processing environment
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100 includes server 102 and client device 120, intercon-
nected over network 110. Many modifications to the
depicted environment may be made by those skilled in the
art without departing from the scope of the invention as
recited by the claims.

Server 102 and client device 120 may be a laptop com-
puter, a tablet computer, a netbook computer, a personal
computer (PC), a desktop computer, a personal digital
assistant (PDA), a smart phone, a wearable device (e.g.,
digital eyeglasses, smart glasses, a smart watch), or any
programmable computer system known in the art. In certain
embodiments, server 102 and client device 120 represent
computer systems utilizing clustered computers and com-
ponents (e.g., database server computers, application server
computers, etc.) that act as a single pool of seamless
resources when accessed through network 110, as is com-
mon in data centers and with cloud-computing applications.
In general, server 102 and client device 120 are represen-
tative of any programmable electronic device or combina-
tion of programmable electronic devices capable of execut-
ing machine readable program instructions and
communicating with client computers, such as client device
120, via network 110. Server 102 may include components,
as depicted and described in further detail with respect to
FIG. 5, in accordance with embodiments of the present
invention.

Server 102 includes file storage 104, hosted electronic
communication program 106, and may include various
programs (not shown). In some embodiments, server 102
may contain one or more databases that maintain cross-
referencing information (e.g., indexes) that associates
unique identifiers to electronic communications created by
various electronic communications programs and the data-
bases within file storage 104 that include the electronic
communications.

In some embodiments, file storage 104 contains databases
and log files that store electronic communications. One or
more databases within file storage 104 include the cross-
referenced, unique identifier information for electronic com-
munications. In one scenario, file storage 104 is part of an
enterprise-based office environment. For example, file stor-
age 104 includes databases that store electronic communi-
cations, such as e-mails and calendar entries for an enter-
prise-based e-mail client (e.g., hosted electronic
communication program 106) and calendar clients. In
another embodiment, file storage 104 is the server-side
storage for electronic communication program 126 on client
device 120. For example, file storage 104 periodically
replicates with file storage 124 on client device 120. In a
different scenario, file storage 104 supports web-based
e-mail clients, calendar clients, etc. Electronic communica-
tion meta-data processing (ECMP) program 300 can access
file storage 104 to store processed electronic communica-
tions. Conversation thread mapping (CTM) program 400
can also access file storage 104 to determine conversation
threads and access authority for electronic communications.

In addition, file storage 104 may include various user
preferences in the event that a user utilizes programs or
applications external to client device 120 to create an
electronic communication and which generates an instance
of user interface (UI) 122 specific to that external program
or application. The user preferences stored within file stor-
age 104 may be different from user preferences stored in file
storage 124.

In one embodiment, client device 120 and server 102
communicate through network 110. Network 110 can be, for
example, a local area network (LAN), a telecommunications
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network, a wireless local area network (WL AN), a wide area
network (WAN), such as the Internet, or any combination of
the previous, and can include wired, wireless, or fiber optic
connections. In general, network 110 can be any combina-
tion of connections and protocols that will support commu-
nications between client device 120 and server 102, in
accordance with embodiments of the present invention. In
another embodiment, network 110 operates locally via
wired, wireless, or optical connections and can be any
combination of connections and protocols (e.g., near field
communication (NFC), laser, infrared, etc.).

Client device 120 includes user interface (UI) 122, file
storage 124, enhanced clipboard program 200, electronic
communication meta-data processing (ECMP) program 300,
conversation thread mapping (CTM) program 400, elec-
tronic communication program 126, and may include vari-
ous programs (not shown). Examples of programs (not
shown) that client device 120 includes are: an e-mail client,
a word processor, a web browser, a multi-media player,
security software (e.g., a firewall program, an encryption
program, etc.), an instant messaging (IM) application (app),
and a communication (e.g., phone) application. A user of
client device 120 can interact with Ul 122 via a singular
device, such as a touch screen (e.g., display) that performs
both input to a graphical user interface (GUI) and as an
output device (e.g., a display) presenting a plurality of icons
associated with software applications or images depicting
the executing software application. Optionally, a software
application (e.g., a web browser) can generate Ul 122
operating within the GUI of client device 120. UI 122 may
accept input from a plurality of input/output (1/0) devices
(not shown) including, but not limited to, a tactile sensor
interface (e.g., a touch screen, a touchpad) or a natural user
interface (e.g., voice control unit, motion capture device,
etc.). An 1/O device interfacing with Ul 122 may be con-
nected to client device 120 which may operate utilizing
wired (e.g., USB port) or wireless network communications
(e.g., infrared, NFC, etc.). For example, an [/O device may
be a peripheral, such as a keyboard, a mouse, a trackball, and
a click wheel that provide input from a user.

In one embodiment, file storage 124 contains databases
and log files which store the electronic communications
received by a user of client device 120 and/or sent by the
user of client device 120. In one scenario, file storage 124
contains the databases and log files associated with elec-
tronic communication program 126. In another scenario, file
storage 124 contains replica databases and log files associ-
ated with hosted electronic communication program 106 on
server 102. In another embodiment, file storage 124 includes
the cross-referenced unique identifier information associated
with electronic communications received by a user of client
device 120 and/or sent by the user of client device 120. In
some embodiments, file storage 124 includes user prefer-
ences utilized by enhanced clipboard program 200, elec-
tronic communication meta-data processing (ECMP) pro-
gram 300, and conversation thread mapping (CTM) program
400.

Enhanced clipboard program 200 is a program that pro-
vides additional functionality to obtain meta-data from an
electronic communication that is not included with a basic
clipboard utility (e.g., function) on client device 120. In one
embodiment, enhanced clipboard program 200 is a stand-
alone program that executes on client device 120. In one
scenario, enhanced clipboard program 200 replaces the
functionality of a basic clipboard utility (e.g., included in the
operating system (not shown)) of client device 120. In
another scenario, enhanced clipboard program 200 executes
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concurrently with a basic clipboard utility on client device
120 and copies the same data that the basic clipboard utility
copies. Enhanced clipboard program 200 may interact with
various electronic communication programs (e.g., electronic
communication program 126). In another embodiment,
enhanced clipboard program 200 may be a function included
with an electronic communication program (e.g., an e-mail
program, an office productivity suite, an enterprise commu-
nication program, etc.). In one example, enhanced clipboard
program 200 is included in electronic communication pro-
gram 126. In another example, enhanced clipboard program
200 is included in hosted electronic communication program
106.

Electronic communication meta-data processing (ECMP)
program 300 is a program that incorporates (e.g., pastes) the
content and extracted meta-data, copied by enhanced clip-
board program 200, from one electronic communication to
another electronic communication. In one embodiment,
ECMP program 300 is utilized to process a new electronic
communication. In another embodiment, ECMP program
300 is utilized to process previously created electronic
communications. In some embodiments, ECMP program
300 obtains a unique identifier that is added to the meta-data
of an electronic communication in addition to the one or
more unique identifiers associated with related electronic
communications and/or the one or more unique identifiers
included in the meta-data for content pasted into the elec-
tronic communication via enhanced clipboard program 200.

Conversation thread mapping (CTM) program 400 is a
program that provides a user the capability to trace one or
more conversation threads associated with an electronic
communication that the user can access by utilizing unique
identifiers incorporated in the meta-data of the electronic
communication. CTM program 400 interfaces with one or
more electronic communications. In one embodiment, CTM
program 400 processes the display of electronic communi-
cations and conversation threads within GUI depicted within
UT 122. In another embodiment, CTM program 400 utilizes
the GUI associated with an electronic communication pro-
gram (e.g., electronic communication program 126) to dis-
play electronic communications and conversation threads. In
some embodiments, CTM program 400 is constrained to
map (e.g., trace) within a computing system (e.g., an enter-
prise system). In some instances, CTM program 400 is
further constrained to a selection of servers. For example, a
plurality of businesses utilize the same cloud-computing
provider. However, the electronic communication programs
respectively associated with each business executes within
unique servers (e.g., virtual machines) within the virtualized
computing system of the cloud-computing provider. In one
embodiment, CTM program 400 constrains the mapping
and/or access to electronic communications associated with
a conversation thread to the electronic communications that
are directly associated with the user. For example, direct
association includes: sending, receiving, forwarding, reply-
ing, etc.

FIG. 2 is a flowchart depicting operational steps for
enhanced clipboard program 200, a program for obtaining
meta-data and a unique identifier from one electronic com-
munication, as part of a copy operation, to be subsequently
added to another electronic communication, as part of a
paste operation, in accordance with embodiments of the
present invention.

In step 202, enhanced clipboard program 200 detects
activation of the copy function of a clipboard utility. For
example, the activation of the copy function of a clipboard
utility may be triggered by a hot-key combination, a drop-
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down menu, etc. In one embodiment, enhanced clipboard
program 200 is a utility that is part of electronic communi-
cation program 126 executing on client device 120. In
another embodiment, enhanced clipboard program 200 is a
stand-alone utility provided by the GUI of client device 120
and presented to a user via Ul 122. In yet another embodi-
ment, enhanced clipboard program 200 may be a utility
provided by server 102 that supports hosted electronic
communication program 106. In one scenario, enhanced
clipboard program 200 is a utility (e.g., a plug-in) for a web
browser (not shown) that accesses hosted electronic com-
munication program 106 on server 102. In another scenario,
enhanced clipboard program 200 is a utility that is part of
hosted electronic communication program 106 on server
102. In some embodiments, enhanced clipboard program
200 operates concurrently with a basic clipboard utility
available on client device 120. Copied information may
exist concurrently within enhanced clipboard program 200
and the basic clipboard utility available on client device 120.

In step 204, enhanced clipboard program 200 analyzes the
source of the information that is copied by a clipboard
utility. In one embodiment, enhanced clipboard program 200
determines whether the source (e.g., an e-mail, a SMS, an
1M, etc.) of the information copied to the clipboard includes
a unique identifier (e.g., a UUID, a serial number, etc.).
Additionally, enhanced clipboard program 200 may deter-
mine which software program generated the electronic com-
munication that is the source of the copied information and
which computing hardware (e.g., server) executes the soft-
ware program that generated the source (e.g., electronic
communication) of the copied information. For example,
enhanced clipboard program 200 can determine whether an
electronic communication is generated by an instance of
hosted electronic communication program 106 executing on
server 102 (e.g., an enterprise computing system) or whether
the electronic communication is generated by another
instance of hosted electronic communication program 106
executing on a different server (not shown) accessible via
network 110.

In decision step 206, enhanced clipboard program 200
determines whether the information copied by a clipboard
utility is copied from a compatible source. In one embodi-
ment, enhanced clipboard program 200 determines that
information copied by a clipboard program is from a com-
patible source when the electronic communications are
constrained to occur within a specific server, computing
cluster, or enterprise computing environment. For example,
electronic communication program 126 is a client-side inter-
face for hosted electronic communication program 106
executing on server 102. In one scenario, electronic com-
munications generated by programs hosted within server
102 are cross-compatible and possess unique identifiers. In
another scenario, electronic communication compatibility is
constrained to electronic communication created by
instances of the same application on the same server (e.g.,
electronic communication program 126 executing on server
102). In another embodiment, enhanced clipboard program
200 may determine that copied information is compatible
between the same application executing on multiple servers.
For example, information copied from e-mails generated via
the same web-app are compatible.

Referring to decision step 206, in a different embodiment,
enhanced clipboard program 200 may determine that infor-
mation copied by a clipboard utility is not copied from a
compatible source (decision step 206, no branch). In one
scenario, enhanced clipboard program 200 determines that
the copied information originated from a web-app e-mail
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and transmitted to an enterprise-based electronic communi-
cation program. In one instance, enhanced clipboard pro-
gram 200 determines that the web-app e-mail is not com-
patible due to the unique identifier. In one example,
enhanced clipboard program 200 determines that the web-
app e-mail does not include a unique identifier. In another
instance, enhanced clipboard program 200 determines that
the unique identifier is a different structure. For example, the
web-app e-mail utilizes a time stamp serial number, and the
enterprise application utilizes a UUID. In another example,
enhanced clipboard program 200 determines that the UUID
of web-app e-mail is based on a UUID version 1 definition
as opposed to the enterprise-based electronic communica-
tion program that is based on a UUID version 2 definition.
In another scenario, enhanced clipboard program 200 deter-
mines that the copied information is not compatible based on
the type of information. For example, in some instances,
copied information, such as images, videos, etc. included
within an electronic communication may have a unique
identifier that differs from the unique identifier of the elec-
tronic communication.

In decision step 206, in response to a determination that
information is copied from a compatible source (yes branch,
decision step 206), enhanced clipboard program 200 extracts
the meta-data associated with the source of the copied
information (step 208).

In step 208, enhanced clipboard program 200 extracts
enhanced meta-data from the source of the copied informa-
tion. In one embodiment, enhanced clipboard program 200
accesses the electronic communication that supplied the
copied information and extracts (e.g., identifies and copies)
meta-data. In one scenario, enhanced clipboard program 200
extracts enhanced meta-data for the current electronic com-
munication where the enhanced (relevant) metadata may
include: a unique identifier (e.g., a UUID), a subject line, an
author, other users carbon copied on the electronic commu-
nication, an IP address, a host name, etc. In another scenario,
enhanced clipboard program 200 analyzes the extracted
(e.g., identified and copied) meta-data and applies one or
more system and/or user preferences to determine which
enhanced meta-data is included with the copied information
and which meta-data is filtered. For example, enhanced
clipboard program 200 may determine that one or more
system preferences prevents tracking cookies from inclusion
and that IP and host name information is anonymized from
the perspective of a user but exists for the purpose of
cross-referencing (e.g., indexing) at a system level.

In step 210, enhanced clipboard program 200 optionally
obtains a unique identifier and associates the unique iden-
tifier with the copied information. In some embodiments,
enhanced clipboard program 200 utilizes the obtained
unique identifier as a reference to the meta-data. Utilizing
unique identifiers, enhanced clipboard program 200 enables
the meta-data associated with electronic communication an
enhanced level of security by obfuscating related informa-
tion. In one scenario, ECMP program 300 may subsequently
include the unique identifier within a processed electronic
communication and separately send the meta-data and asso-
ciated unique identifier to a server for isolation and storage.
For example, server 102 contains a database that indexes,
cross-references, and stores the meta-data associated with
the unique identifiers of the pasted content, the unique
identifiers of the electronic communications containing seg-
ments (e.g., pasted content) from one or more conversation
threads, and the pasted content from one or more conver-
sation threads.
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In step 212, enhanced clipboard program 200 includes the
enhanced meta-data with the copied information in the
clipboard buffer. In one embodiment, enhanced clipboard
program 200 includes the extracted enhanced meta-data with
the copied information in the clipboard buffer. In another
embodiment, enhanced clipboard program 200 includes the
analyzed enhanced meta-data which may be filtered or
modified by one or more system and/or user preferences. In
a further embodiment, enhanced clipboard program 200
includes the unique identifier (e.g., a UUID), obtained in
step 210, with the meta-data in the clipboard buffer.

Referring to decision step 206, in response to a determi-
nation that the information was not copied from a compat-
ible source (no branch, decision step 206), enhanced clip-
board program 200 utilizes a basic clipboard function (step
214).

In step 214, enhanced clipboard program 200 utilizes a
basic clipboard copy function for the copied data. In one
embodiment, enhanced clipboard program 200 replaces a
system or application clipboard function and constrains the
capabilities of enhanced clipboard program 200 to that of the
basic clipboard copy function. In another embodiment,
enhanced clipboard program 200 executed concurrently
with a system or application clipboard function. Enhanced
clipboard program 200 deletes the copy buffer and associ-
ated source information obtained by enhanced clipboard
program 200 and permits the system or application clipboard
function to resume operations.

FIG. 3 is a flowchart depicting operational steps for
ECMP program 300, a program for incorporating meta-data
obtained from an enhanced clipboard utility (e.g., enhanced
clipboard program 200) into another electronic communi-
cation, in accordance with embodiments of the present
invention. In some embodiments, multiple instances of
ECMP program 300 may execute concurrently.

In decision step 302, ECMP program 300 determines
whether a user of client device 120 creates a new electronic
communication. In one embodiment, ECMP program 300
determines that the user of client device 120 creates a new
electronic communication. In one scenario, ECMP program
300 determines that a user of client device 120 utilizes
electronic communication program 126 (e.g., an office pro-
ductivity suite) to create an electronic communication (e.g.,
an e-mail). In another scenario, ECMP program 300 deter-
mines that a user of client device 120 utilizes hosted
electronic communication program 106 (e.g., a server-based
enterprise application) to create an electronic communica-
tion (e.g., an e-mail). In some embodiments, ECMP program
300 may determine that a user of client device 120 utilizes
another electronic communication program (not shown),
such as a web-based communication program. In another
embodiment, ECMP program 300 determines that the user
of client device 120 does not create a new electronic
communication. In one scenario, ECMP program 300 deter-
mines that a user of client device 120 selects an electronic
communication from a plurality of stored electronic com-
munications. For example, ECMP program 300 may deter-
mine that a user of client device 120 utilizes hosted elec-
tronic communication program 106 to select an e-mail
stored within a project folder. In another scenario, ECMP
program 300 determines that a user of client device 120
selects an electronic communication from among one or
more received electronic communications that have not been
processed.

In other embodiments, the determination of whether
ECMP program 300 identifies a draft electronic communi-
cation as a new electronic communication or as a stored
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electronic communication is based on how a specific elec-
tronic communication program processes an electronic com-
munication. For example, if a draft electronic communica-
tion includes meta-data or identifiers that indicate that the
electronic communication is forwarded or replied to, ECMP
program 300 identifies the electronic communication as a
stored and/or received. In another example, if ECMP pro-
gram 300 determines that there is minimal meta-data asso-
ciated with a draft electronic communication, then ECMP
program 300 may identity the draft electronic communica-
tion as new.

In decision step 302, in response to a determination that
a user of client device 120 does not create a new electronic
communication (no branch, decision step 302), ECMP pro-
gram 300 determines which stored or received (e.g., unpro-
cessed) electronic communication is selected by a user of
client device 120 (step 304).

In step 304, ECMP program 300 determines which elec-
tronic communication is selected by a user. In one embodi-
ment, ECMP program 300 determines that a user of client
device 120 utilizes electronic communication program 126
to access a selection of electronic communications. In one
scenario, a user of client device 120 utilizes electronic
communication program 126 to select an electronic com-
munication from a list of received electronic communica-
tions (e.g., from the Inbox of an e-mail program). In another
scenario, a user of client device 120 utilizes electronic
communication program 126 to select an electronic com-
munication from a list of stored electronic communications
(e.g., a Sent folder, an Education folder, a Project folder,
etc.). In some instances, the stored and/or received electronic
communications may be stored within file storage 124 on
client device 120. In another instance, the stored and/or
received electronic communications are stored within file
storage 104 on server 102. In some instances, the stored
and/or received electronic communications reside within file
storage 104 and file storage 124, respectively, on server 102
and client device 120, and the electronic communications
are periodically synchronized, replicated, and/or backed-up.
In another embodiment, ECMP program 300 may determine
that a user of client device 120 utilizes hosted electronic
communication program 106 on server 102 to access a
selection of stored and/or received electronic communica-
tions.

In decision step 306, ECMP program 300 determines
whether a user copies information from the selected elec-
tronic communication. If ECMP program 300 determines
that a user copies information from the selected electronic
communication (yes branch, decision step 306), then ECMP
program 300 terminates, and the copied information is
processed by enhanced clipboard program 200. For
example, multiple instances of ECMP program 300 may
execute concurrently, permitting a user to utilize one or more
electronic communication programs. A user may also pro-
cess (e.g., browse, delete, send, file, receive, open, etc.)
multiple electronic communications, and a user may copy
information from one or more electronic communications.

In decision step 306, in response to a determination that
a user does not copy information from the selected elec-
tronic communication (no branch, decision step 306), ECMP
program 300 analyzes the metadata for the selected elec-
tronic communication (step 308). In one example, ECMP
program 300 may determine that a user of client device 120
forwards a previously processed (e.g., stored, filed, etc.)
electronic communication to another user. In another
example, ECMP program 300 may determine that the user of
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client device 120 replies to (e.g., processes) a received
electronic communication and carbon copies (i.e., cc) a
different user.

In step 308, ECMP program 300 analyzes the meta-data
for the selected electronic communication. In one embodi-
ment, ECMP program 300 may determine from the analysis
of meta-data of an electronic communication that the elec-
tronic communication is the beginning of a conversation
thread. In one scenario, ECMP program 300 determines that
the electronic communication is the beginning of a conver-
sation thread based on the meta-data including a single
unique identifier. In another scenario, ECMP program 300
determines that the electronic communication is the begin-
ning of a conversation thread based on the meta-data not
including one or more indications that the electronic com-
munication was forwarded to the user of client device 120
from another user as opposed to the author (e.g., sender) of
the electronic communication.

In another embodiment, ECMP program 300 may deter-
mine that an electronic communication is part of one or more
existing conversation threads based on the analysis of the
meta-data. In one scenario, ECMP program 300 determines
that an electronic communication is part of an ongoing
conversation thread based on identifying two or more unique
identifiers within the meta-data for an electronic communi-
cation. In another scenario, ECMP program 300 determines
that an electronic communication is part of an ongoing
conversation thread based on identifying multiple instances
of a type of meta-data (e.g., subject line, time and date
stamps, sender information, etc.) that are included within the
electronic communication. In some embodiments, ECMP
program 300 may determine that two or more instances of
appended meta-data are included in the electronic commu-
nication.

In a further embodiment, ECMP program 300 may deter-
mine that an electronic communication contains meta-data
which, upon further analysis, indicates the electronic com-
munication contains pasted content originating from at least
two different conversation threads.

Referring to decision step 302, in response to determining
that a user creates a new electronic communication (yes
branch, decision step 302), ECMP program 300 optionally
obtains a unique identifier for the electronic communication
(step 310).

In step 310, ECMP program 300 optionally obtains a
unique identifier for the electronic communication. In one
embodiment, ECMP program 300 may obtain a unique
identifier for a new electronic communication from elec-
tronic communication program 126 executing on client
device 120. In one scenario, ECMP program 300 obtains a
unique identifier for the new electronic communication,
such as a random UUID or a serial number, from electronic
communication program 126. In another scenario, ECMP
program 300 obtains a unique identifier for a new electronic
communication, such as a random UUID or a serial number
that server 102 issues to electronic communication program
126 upon the creation of a new electronic communication. In
some instances, ECMP program 300 receives a unique
identifier for the new electronic communication based on
electronic communication program 126 being a client-side
version of an enterprise-based electronic communication
program (e.g., hosted electronic communication program
106). In other instances, when client device 120 cannot
communicate with server 102, ECMP program 300 receives
a unique identifier generated by electronic communication
program 126 as opposed to server 102. The unique identifier
is subsequently registered with server 102 to prevent dupli-
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cation when communication resumes between client device
120 and server 102 and to cross-reference (e.g., index) the
electronic communication.

Referring to step 310, in some embodiments, ECMP
program 300 may not obtain a unique identifier for an
electronic communication. In one scenario, ECMP program
300 determines, from the analysis of the meta-data associ-
ated with an electronic communication (step 308), that an
electronic communication is a stored and/or received elec-
tronic communication and that the electronic communica-
tion program utilized to select a stored/received electronic
communication assigned a unique identifier as part of the
selection process. In this instance, ECMP program 300 does
not obtain a unique identifier for the electronic communi-
cation. For example, ECMP program 300 determines that
electronic communication program 126 responds to a user
replying to or forwarding a selected electronic communica-
tion as if the electronic communication is a different elec-
tronic communication and assigns the forwarded electronic
communication a unique identifier.

In step 312, ECMP program 300 pastes the copied infor-
mation from enhanced clipboard program 200 to the elec-
tronic communication. In one embodiment, ECMP program
300 pastes the copied information of enhanced clipboard
program 200 without alteration. In another embodiment,
ECMP program 300 pastes the copied information from
enhanced clipboard program 200 utilizing additional
options. In one example, ECMP program 300 pastes the
copied information from enhanced clipboard program 200
such that the information is depicted as the formatting of the
electronic communication as opposed to the formatting of
the information source. In another example, ECMP program
300 pastes the copied information from enhanced clipboard
program 200 with another modification (e.g., text only) to
the formatting of the copied information. In some embodi-
ments, editing or format modification performed on the
pasted information by an electronic communication program
does not affect ECMP program 300. In one example, a user
may apply a style (e.g., font bold and italicized, color blue)
to the pasted information for emphasis. In another example,
a user may delete a portion of the pasted information to save
space.

In step 314, ECMP program 300 adds the meta-data
extracted from the enhance clipboard to the electronic
communication. ECMP program 300 adds the meta-data
extracted by enhanced clipboard program 200 (from step
208) as meta-data associated with the electronic communi-
cation.

In further embodiments, ECMP program 300 may provide
a user one or more utilities to edit the meta-data associated
with an electronic communication. In one scenario, ECMP
program 300 detects that a user of client device 120 archives
a processed (e.g., replied to, saved, forwarded, etc.) elec-
tronic communication. However, the meta-data may be no
longer be relevant to the electronic communication (e.g.,
conversation thread) and may be deleted by the user. In one
example, the sender of an electronic communication,
towards the beginning of a conversation thread, may set an
expiration period on an electronic communication. ECMP
program 300 may permit a user, via Ul 122, to remove the
references to the expired electronic communication.

In step 316, ECMP program 300 utilizes an electronic
communication program. In an embodiment, ECMP pro-
gram 300 interfaces with an electronic communication pro-
gram (e.g., an e-mail program, an IM program, a calendar
function, etc.) to process (e.g., send) an electronic commu-
nication that was modified utilizing information obtained
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from enhanced clipboard program 200. In one scenario,
ECMP program 300 interfaces with electronic communica-
tion program 126 executing on client device 120. In another
scenario, ECMP program 300 interfaces with hosted elec-
tronic communication program 106 executing on server 102.

In some embodiments, ECMP program 300 interfaces
with an electronic communication program to save an elec-
tronic communication without sending the electronic com-
munication. For example, a user of client device 120
requires additional content to complete an electronic com-
munication so the electronic communication is saved by
electronic communication program 126 as a draft electronic
communication in file storage 124. In other embodiments,
ECMP program 300 pauses to have additional content
included in an electronic communication. In one scenario,
ECMP program 300 permits additional information to be
pasted from another instance of enhanced clipboard program
200 (step 312), and the meta-data associated with the pasted
information is included (step 314) in the electronic commu-
nication. In another scenario, ECMP program 300 permits a
user of client device 120 to continue to add information
(e.g., write, edit, paste from basic clipboard function) to an
electronic communication prior to saving or sending the
electronic communication.

FIG. 4 is a flowchart depicting operational steps for CTM
program 400, a program for mapping one or more threads
associated with an electronic communication, in accordance
with embodiments of the present invention.

In step 402, CTM program 400 determines that a user
accesses an electronic communication, and CTM program
400 analyzes the meta-data of the accessed electronic com-
munication. For example, CTM program 400 detects (e.g.,
identifies) that a user of client device 120 accesses an
electronic communication utilizing electronic communica-
tion program 126. Accessed electronic communication may
include: newly received electronic communications, elec-
tronic communication within the inbox of a user, electronic
communications in-process in a draft folder, electronic com-
munications stored in folders, and processed electronic
communications that are a part of another program (e.g., a
calendar function). CTM program 400 subsequently ana-
lyzes the accessed electronic communication to determine
whether multiple unique identifiers or other indicators exist
within the meta-data signifying that the electronic commu-
nication is part of a conversation thread.

In one embodiment, CTM program 400 determines that a
user of client device 120 accesses a received electronic
communication and analyzes the meta-data associated with
the accessed electronic communication. In another embodi-
ment, CTM program 400 determines (e.g., identifies) that a
user of client device 120 accesses a stored electronic com-
munication and analyzes the meta-data associated with the
stored electronic communication. In some embodiments,
CTM program 400 analyzes the meta-data within an elec-
tronic communication and determines that one or more
unique identifiers exist. In some instances, CTM program
400 may determine that the meta-data contains a single
unique identifier signifying that the electronic communica-
tion is the beginning of a conversation thread.

In step 404, CTM program 400 cross-references the
identification information within meta-data of an electronic
communication. In some embodiments, CTM program 400
utilizes the unique identification information (e.g., the
UUIDs) within the metadata of an electronic communication
to cross-reference and identify other electronic communica-
tions (e.g., child nodes) that are associated with one or more
conversation threads of the electronic communication. In
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one scenario, CTM program 400 may interface with an
electronic communication program (e.g., electronic commu-
nication program 126) on client device 120 to determine
which electronic communications are associated with the
one or more conversation threads associated with the elec-
tronic communication. In one scenario, CTM program 400
may interface with an electronic communication program
(e.g., hosted electronic communication program 106) on
server 102 to determine which electronic communications
are associated with the one or more conversation threads
associated with the electronic communication. In some
scenarios, CTM program 400 may utilize the unique iden-
tification information to cross-reference the electronic com-
munication within an enterprise communication environ-
ment.

In step 406, CTM program 400 determines and displays
a conversation thread associated an electronic communica-
tion. CTM program 400 may utilize one or more user
preferences to determine how to display the electronic
communications associated a conversation thread. User
preferences may include: color coding electronic communi-
cation by author, information displayed (e.g., time & date,
subject, author, other user on carbon-copy, etc.), analysis
depth (e.g., the degree of separation for communication
nodes), etc. In some embodiments, CTM program 400
displays electronic communications in a separate window
within Ul 122. In other embodiments, CTM program 400
displays electronic communications within the GUI associ-
ated with an electronic communication program (e.g., elec-
tronic communication program 126).

In one example, CTM program 400 may display the
electronic communications in a tree structure. In another
example, CTM program 400 may display the electronic
communications in chronological order with the electronic
communication accessed by the user highlighted. In another
example, CTM program 400 displays the electronic com-
munications associated with the one or more conversation
threads in a hierarchical format. In addition, CTM program
400 may include a value that is displayed with the electronic
communication to identify the electronic communication. In
one embodiment, CTM program 400 displays the active
electronic communications that are associated with the
accessed electronic communication. In one scenario, deleted
or archived electronic communications are not displayed. In
another scenario, CTM program 400 restricts the display of
electronic communication to the electronic communication
that the user directly accessed. In yet another scenario, CTM
program 400 adds placeholders in the display of electronic
communications for a conversation thread that did not
include the user.

Referring to step 406, in another embodiment, CTM
program 400 displays electronic communications associated
with a conversation thread. CTM program 400 may utilize
current and historical cross-reference information (e.g.,
indexes) to determine the status of electronic communica-
tions associated with the unique identifiers within the meta-
data of the accessed electronic communication, prior elec-
tronic communications, and subsequent electronic
communications. For example, CTM program 400 con-
strains the displayed electronic communication to the elec-
tronic communications within an identified communication
thread as opposed to general replies or comments to an
electronic conversation which do not incorporate pasted
content or at least some reference information (e.g., reply
with history but without attachments).

In decision step 408, CTM program 400 determines
whether a user selects a displayed electronic communication
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from the electronic communications associated with a con-
versation thread. For example, CTM program 400 may
determine which electronic communication is selected by
mouse-clicking actions of a user on an electronic commu-
nication displayed in Ul 122. In another example, CTM
program 400 may determine which electronic communica-
tion is selected by a value input by a user to UI 122 that was
displayed with the electronic communication.

In decision step 408, in response to a determination that
a user does not select a displayed electronic communication
(no branch, decision step 408), CTM program 400 termi-
nates. For example, CTM program 400 detects that a user
closes the instance of UI 122 that is displaying the conver-
sation threads.

In decision step 408, in response to a determination that
a user does select a displayed electronic communication (yes
branch, decision step 408), CTM program 400 determines
whether a user has authority to access the selected electronic
communication (decision step 410).

In decision step 410, CTM program 400 determines
whether a user may access the selected electronic commu-
nication from the electronic communications associated
with a conversation thread. In one embodiment, CTM pro-
gram 400 determines that a user has authority to access a
selected electronic communication by identifying which
electronic communications that the user has directly
accessed. For example, direct access by a user to an elec-
tronic communication includes the user: sending the elec-
tronic communication, receiving the electronic communica-
tion, forwarding the electronic communication, replying to
the electronic communication, etc. In one scenario, CTM
program 400 determines that a user has directly accessed an
electronic communication by identifying the log files asso-
ciated with an electronic communication program (e.g.,
hosted electronic communication program 106, electronic
communication program 126). In another scenario, CTM
program 400 determines that a user has directly accessed an
electronic communication by identifying the electronic com-
munication within the file storage (e.g., file storage 124, file
storage 104) associated with an electronic communication
program. In some scenarios, CTM program 400 determines
that a user has directly accessed an electronic communica-
tion by identifying the ID of a user within the meta-data of
the selected electronic communication.

In another embodiment, CTM program 400 determines
that a user has directly accessed an electronic communica-
tion by identifying which electronic communications are
associated with the user for the cross-referenced unique
identifiers associated with the selected electronic communi-
cation. For example, CTM program 400 interfaces with
server 102, the server for an enterprise-based office produc-
tivity suite that includes the cross-references (e.g., indexes)
of unique identifiers associated with the selected electronic
communication.

In decision step 410, response to a determination that a
user has authority to access the selected electronic commu-
nication (yes branch, decision step 410), CTM program 400
accesses the selected electronic communication (step 412).

In step 412, CTM program 400 accesses the electronic
communication selected by a user. In one embodiment,
CTM program 400 may access the selected electronic com-
munication from the electronic communications stored on
client device 120. In another embodiment, CTM program
400 may access the selected electronic communication
within file storage 104 on server 102. In one scenario, CTM
program 400 accesses the selected electronic communica-
tion within storage allocated to the user. In another scenario,
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CTM program 400 accesses the selected electronic commu-
nication within storage shared by a plurality of users. In a
further embodiment, CTM program 400 locates and
accesses the selected communication from an archive of
electronic communications. For example, a user deleted the
selected electronic communication from client device 120.
However, CTM program 400 determines that an electronic
communication program maintains archived copies of elec-
tronic communications on server 102. Subsequently, CTM
program 400 un-archives and accesses the selected elec-
tronic communication for the user.

In some embodiments, CTM program 400 displays the
accessed electronic communication in a GUI window within
UT 122 that is associated with CTM program 400. In other
embodiments, CTM program 400 interfaces with an elec-
tronic communication program and utilizes the GUI asso-
ciated with the electronic communication program to display
the accessed electronic communication.

In decision step 414, CTM program 400 determines
whether a user accesses a related electronic communication.
CTM program 400 determines that a user accesses a related
electronic communication when a user selects the GUI
displaying a conversation thread (step 406) and selects
another electronic communication.

In decision step 414, in response to a determination that
a user accesses a related electronic communication (yes
branch, decision step 414), CTM program 400 loops to step
402 to analyze the meta-data of the accessed electronic
communication. In decision step 414, in response to a
determination that a user does not access a related electronic
communication (no branch, decision step 414), CTM pro-
gram 400 terminates.

Referring to decision step 410, in response to determining
that a user does not have authority to access a selected
electronic communication (no branch, decision step 410),
CTM program 400 may notify the user of client device 120
(step 416).

In step 416, CTM program 400 optionally notifies the user
of client device 120 that the user does not have the authority
to access a selected electronic. In one embodiment, CTM
program 400, based on one or more user and/or electronic
communication program preferences or constraints, does not
notify a user that the user does not have authority to access
the selected electronic communication. In another embodi-
ment, CTM program 400 may activate Ul 122 to notify a
user that the user does not have authority to access a selected
electronic communication from the electronic communica-
tions that are associated with a conversation thread. In some
embodiments, CTM program 400 may transmit an access
attempt notification to the owner of the selected electronic
communication.

In a further embodiment, CTM program 400 may provide
a user of client device 120 information as to which user
initiated (e.g., owns) the electronic communication that the
user of client device 120 lacks authority to access. In one
scenario, CTM program 400 anonymizes ID of the owner of
the selected electronic communication. CTM program 400,
subsequently, interfaces with an electronic communication
program (e.g., electronic communication program 126) to
send a message to the owner of the selected electronic
communication to request access permission. In another
scenario, CTM program 400 displays the owner of the
selected electronic communication. In some embodiments,
CTM program 400 remains active and provides capabilities
for a user to request access to the selected electronic
communication. In other embodiments, CTM program 400
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terminates and delegates obtaining access for the selected
electronic communication to the user.

FIG. 5 depicts computer system 500, which is represen-
tative of server 102 and client device 120. Computer system
500 is an example of a system that includes software and
data 512. Computer system 500 includes processor(s) 501,
cache 503, memory 502, persistent storage 505, communi-
cations unit 507, input/output (I/O) interface(s) 506, and
communications fabric 504. Communications fabric 504
provides communications between cache 503, memory 502,
persistent storage 505, communications unit 507, and input/
output (I/O) interface(s) 506. Communications fabric 504
can be implemented with any architecture designed for
passing data and/or control information between processors
(such as microprocessors, communications and network
processors, etc.), system memory, peripheral devices, and
any other hardware components within a system. For
example, communications fabric 504 can be implemented
with one or more buses or a crossbar switch.

Memory 502 and persistent storage 505 are computer
readable storage media. In this embodiment, memory 502
includes random access memory (RAM). In general,
memory 502 can include any suitable volatile or non-volatile
computer readable storage media. Cache 503 is a fast
memory that enhances the performance of processor(s) 501
by holding recently accessed data, and data near recently
accessed data, from memory 502.

Program instructions and data used to practice embodi-
ments of the present invention may be stored in persistent
storage 505 and in memory 502 for execution by one or
more of the respective processor(s) 501 via cache 503. In an
embodiment, persistent storage 505 includes a magnetic
hard disk drive. Alternatively, or in addition to a magnetic
hard disk drive, persistent storage 505 can include a solid-
state hard drive, a semiconductor storage device, a read-only
memory (ROM), an erasable programmable read-only
memory (EPROM), a flash memory, or any other computer
readable storage media that is capable of storing program
instructions or digital information.

The media used by persistent storage 505 may also be
removable. For example, a removable hard drive may be
used for persistent storage 505. Other examples include
optical and magnetic disks, thumb drives, and smart cards
that are inserted into a drive for transfer onto another
computer readable storage medium that is also part of
persistent storage 505. Software and data 512 are stored in
persistent storage 505 for access and/or execution by one or
more of the respective processor(s) 501 via cache 503 and
one or more memories of memory 502. With respect to
server 102, software and data 512 includes file storage 104,
hosted electronic communication program 106, and various
programs (not shown). With respect to client device 120,
software and data 512 includes user interface (UI) 122, file
storage 124, enhanced clipboard program 200, ECMP pro-
gram 300, CTM program 400, electronic communication
program 126, and various programs (not shown).

Communications unit 507, in these examples, provides
for communications with other data processing systems or
devices, including resources of server 102, client device
120. In these examples, communications unit 507 includes
one or more network interface cards. Communications unit
507 may provide communications through the use of either
or both physical and wireless communications links. Pro-
gram instructions and data used to practice embodiments of
the present invention may be downloaded to persistent
storage 505 through communications unit 507.
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1/0O interface(s) 506 allows for input and output of data
with other devices that may be connected to each computer
system. For example, /O interface(s) 506 may provide a
connection to external device(s) 508, such as a keyboard, a
keypad, a touch screen, and/or some other suitable input
device. External device(s) 508 can also include portable
computer readable storage media, such as, for example,
thumb drives, portable optical or magnetic disks, and
memory cards. Software and data used to practice embodi-
ments of the present invention can be stored on such portable
computer readable storage media and can be loaded onto
persistent storage 505 via I/O interface(s) 506. 1/O
interface(s) 506 also connect to display 509.

Display 509 provides a mechanism to display data to a
user and may be, for example, a computer monitor. Display
509 can also function as a touch screen, such as the display
of a tablet computer or a smartphone.

The programs described herein are identified based upon
the application for which they are implemented in a specific
embodiment of the invention. However, it should be appre-
ciated that any particular program nomenclature herein is
used merely for convenience, and thus the invention should
not be limited to use solely in any specific application
identified and/or implied by such nomenclature.

The present invention may be a system, a method, and/or
a computer program product. The computer program prod-
uct may include a computer readable storage medium (or
media) having computer readable program instructions
thereon for causing a processor to carry out aspects of the
present invention.

The computer readable storage medium can be a tangible
device that can retain and store instructions for use by an
instruction execution device. The computer readable storage
medium may be, for example, but is not limited to, an
electronic storage device, a magnetic storage device, an
optical storage device, an electromagnetic storage device, a
semiconductor storage device, or any suitable combination
of the foregoing. A non-exhaustive list of more specific
examples of the computer readable storage medium includes
the following: a portable computer diskette, a hard disk, a
random access memory (RAM), a read-only memory
(ROM), an erasable programmable read-only memory
(EPROM or Flash memory), a static random access memory
(SRAM), a portable compact disc read-only memory (CD-
ROM), a digital versatile disk (DVD), a memory stick, a
floppy disk, a mechanically encoded device such as punch-
cards or raised structures in a groove having instructions
recorded thereon, and any suitable combination of the fore-
going. A computer readable storage medium, as used herein,
is not to be construed as being transitory signals per se, such
as radio waves or other freely propagating electromagnetic
waves, electromagnetic waves propagating through a wave-
guide or other transmission media (e.g., light pulses passing
through a fiber-optic cable), or electrical signals transmitted
through a wire.

Computer readable program instructions described herein
can be downloaded to respective computing/processing
devices from a computer readable storage medium or to an
external computer or external storage device via a network,
for example, the Internet, a local area network, a wide area
network and/or a wireless network. The network may com-
prise copper transmission cables, optical transmission fibers,
wireless transmission, routers, firewalls, switches, gateway
computers and/or edge servers. A network adapter card or
network interface in each computing/processing device
receives computer readable program instructions from the
network and forwards the computer readable program
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instructions for storage in a computer readable storage
medium within the respective computing/processing device.

Computer readable program instructions for carrying out
operations of the present invention may be assembler
instructions, instruction-set-architecture (ISA) instructions,
machine instructions, machine dependent instructions,
microcode, firmware instructions, state-setting data, or
either source code or object code written in any combination
of one or more programming languages, including an object
oriented programming language such as Smalltalk, C++ or
the like, and conventional procedural programming lan-
guages, such as the “C” programming language or similar
programming languages. The computer readable program
instructions may execute entirely on the user’s computer,
partly on the user’s computer, as a stand-alone software
package, partly on the user’s computer and partly on a
remote computer or entirely on the remote computer or
server. In the latter scenario, the remote computer may be
connected to the user’s computer through any type of
network, including a local area network (LAN) or a wide
area network (WAN), or the connection may be made to an
external computer (for example, through the Internet using
an Internet Service Provider). In some embodiments, elec-
tronic circuitry including, for example, programmable logic
circuitry, field-programmable gate arrays (FPGA), or pro-
grammable logic arrays (PLA) may execute the computer
readable program instructions by utilizing information of the
computer readable program instructions to personalize the
electronic circuitry, in order to perform aspects of the
present invention.

Aspects of the present invention are described herein with
reference to flowchart illustrations and/or block diagrams of
methods, apparatus (systems), and computer program prod-
ucts according to embodiments of the invention. It will be
understood that each block of the flowchart illustrations
and/or block diagrams, and combinations of blocks in the
flowchart illustrations and/or block diagrams, can be imple-
mented by computer readable program instructions.

These computer readable program instructions may be
provided to a processor of a general purpose computer,
special purpose computer, or other programmable data pro-
cessing apparatus to produce a machine, such that the
instructions, which execute via the processor of the com-
puter or other programmable data processing apparatus,
create means for implementing the functions/acts specified
in the flowchart and/or block diagram block or blocks. These
computer readable program instructions may also be stored
in a computer readable storage medium that can direct a
computer, a programmable data processing apparatus, and/
or other devices to function in a particular manner, such that
the computer readable storage medium having instructions
stored therein comprises an article of manufacture including
instructions which implement aspects of the function/act
specified in the flowchart and/or block diagram block or
blocks.

The computer readable program instructions may also be
loaded onto a computer, other programmable data process-
ing apparatus, or other device to cause a series of operational
steps to be performed on the computer, other programmable
apparatus or other device to produce a computer imple-
mented process, such that the instructions which execute on
the computer, other programmable apparatus, or other
device implement the functions/acts specified in the flow-
chart and/or block diagram block or blocks.

The flowchart and block diagrams in the Figures illustrate
the architecture, functionality, and operation of possible
implementations of systems, methods, and computer pro-
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gram products according to various embodiments of the
present invention. In this regard, each block in the flowchart
or block diagrams may represent a module, segment, or
portion of instructions, which comprises one or more
executable instructions for implementing the specified logi-
cal function(s). In some alternative implementations, the
functions noted in the block may occur out of the order noted
in the figures. For example, two blocks shown in succession
may, in fact, be executed substantially concurrently, or the
blocks may sometimes be executed in the reverse order,
depending upon the functionality involved. It will also be
noted that each block of the block diagrams and/or flowchart
illustration, and combinations of blocks in the block dia-
grams and/or flowchart illustration, can be implemented by
special purpose hardware-based systems that perform the
specified functions or acts or carry out combinations of
special purpose hardware and computer instructions.

The descriptions of the various embodiments of the
present invention have been presented for purposes of
illustration, but are not intended to be exhaustive or limited
to the embodiments disclosed. Many modifications and
variations will be apparent to those of ordinary skill in the
art without departing from the scope and spirit of the
invention. The terminology used herein was chosen to best
explain the principles of the embodiment, the practical
application or technical improvement over technologies
found in the marketplace, or to enable others of ordinary
skill in the art to understand the embodiments disclosed
herein.

The invention claimed is:

1. A method for identifying a conversation thread among
electronic communications, the method comprising:

identifying that a user accesses a first electronic commu-

nication from a plurality of electronic communications,
wherein the plurality of electronic communications
include:

received electronic communications, sent electronic com-

munications, filed electronic communications, drafted
electronic communications, and stored electronic com-
munications;
analyzing meta-data of the first electronic communication
to identify at least one unique identifier included in the
meta-data of the first electronic communication:

wherein a unique identifier is a universally unique iden-
tifier (UUID);

wherein the UUID is further defined by a UUID specifi-

cation that is identified by a variant value and a version
value; and
wherein the at least one unique identifier includes a first
UUID;

determining that the first electronic communication
includes a portion of content copied from at least one
other electronic communication based on identifying
one or more UUIDs within the meta-data of the first
electronic communication, wherein UUIDs are
included in a database that includes cross-references
between the plurality of electronic communications, the
copied content, and the identified UUIDs;

identifying at least one additional electronic communica-

tion from the plurality of electronic communications,
wherein an electronic communication is identified for
each identified UUID based on the cross-references
within the database;

displaying, to the user, a conversation thread that includes

the at least one additional electronic communications
respectively associated with a UUID identified within
the meta-data of the first electronic communication;
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receiving from the user, a selection of an electronic
communication from the at least one additional elec-
tronic communications displayed as the conversation
thread, wherein the selected electronic communication
is a second electronic communication; 5

determining whether the user has authority to access the
selected second electronic communication, wherein
determining that the user has authority to access the
selected second electronic communication is based on
a log file of an electronic communication program, and 10
wherein the log file identifies electronic communica-
tions accessed by the user; and

responsive to determining that the user accessing the first
electronic communication has authority to access the
selected second electronic communication, accessing 15
the selected second electronic communication.
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